
Most often times referred to as "sexual exploitation", it involves a minor being taken advantage
of sexually. The majority of sexual exploitation is now facilitated digitally through gaming
platforms, social media, love stream, and more. 
Forms of online sexual exploitation include grooming by predatory people, digital blackmail,
intimate image sharing, or sugar daddy scams.

What does exploitation have to do with cyber safety?

What you’ll learn:

Defining sexual exploitation and why online poses more risk
Current online exploitation trends
Effective language to use when talking to kids/ teens
The red flags and warning signs of grooming 
Sexting, digital consent, and the law
Digital blackmail into sextortion, trends, and what to do
Information sharing- What is and is not okay
High risk behaviours on social media platforms
Addressing risks associated with online gaming platforms
Age of consent laws and how they can help you as a parent
How to have effective conversations with your child/ teen

Our approach to cyber safety is to address the root causes that would lead to exploitation,
as well as provide tangible strategies to break down vulnerabilities that would lead children
and youth into online sexual exploitation. Some topics covered include:
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